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Access control by personal password

Only authorized members may access the Steelscreen electronic marketplace.

Passwords are issued by Steelscreen after carrying out a series of security checks.

Individual user access within the organization is controlled by the Webmaster.
Encrypted communication

All communication between our server and your computer is encrypted.

Encryption by the SSL (Secure Socket Layer) system, also used by banks.

Access to server controlled 24 hours a day, without a break.
A 100% secure database.

All the information contained in the portal is stored in a totally secure database.

To ensure its integrity, the database is physically separated from the IIS servers.

This reduces the risk of unauthorized access to the database by software pirates, etc.
Our security policy

We practise a policy of absolute confidentiality as regards data sent via the portal, thus ensuring that all information on members or their customers is out of reach of competitors or any other third party.
Continual improvement

We are constantly evaluating new technologies in the field of security in order to make sure that our portal always meets the strictest security standards.